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Data privacy policy according to GDPR 

I. Name and address of the responsible party 

The responsible party as defined by the General Data Protection Regulation and other 
national data privacy laws of EU member states as well as other data privacy regulations is: 
 
nobilia-Werke J. Stickling GmbH & Co. KG 
Waldstraße 53-57 
33415 Verl 
Germany 
Phone: + 49 (0) 5246 508 0 
Email: info@nobilia.de 
Website: www.nobilia.de 

II. Name and address of the data protection officer 

The responsible party's data protection officer is: 
 
Data Protection Officer 
c/o nobilia-Werke J. Stickling GmbH & Co. KG 
Waldstraße 53-57 
33415 Verl 
Germany 
Phone: + 49 (0) 5246 508 0 
Email: datenschutz@nobilia.de 

III. General information on data processing 

1. Extent of the processing of personal data 

As a rule we only collect and use the personal data of our users insofar as this is required for 
providing a functional website as well as our content and services. In general, our users' 
personal data is only collected and used with our users' consent. An exception applies in 
cases in which the factual situation makes it impossible to request consent before processing 
the data or processing the data is permitted by legal provisions.  

2. Legal foundation for processing personal data 

If we request the consent of the affected person for processing personal data, Art. 6 
section 1 (a) of the EU data protection regulation (GDPR) serves as a legal foundation. 
 
If we process personal data for the purpose of executing a contract of which the affected 
person is a party, Art. 6 section 1 (b) GDPR serves as a legal foundation. This also applies to 
processing required for pre-contractual measures. 
 
If processing is required to maintain a legitimate interest of our company or a third party and 
the interests, fundamental rights and freedoms of the affected person do not override the 
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aforementioned interest, Art. 6 section 1 (f) GDPR serves as a legal foundation for 
processing.  

3. Data erasure and storage period 

The personal data of the affected person is deleted or blocked, as soon as the purpose of 
storage is no longer valid. Beyond this point, storage is permissible, if European or national 
lawmakers have provided for this possibility in EU regulations, laws or other directives to 
which the responsible party is subject. The data is also blocked or deleted, when a 
mandatory retention period specified by the above-mentioned standards expires, unless 
further storage of the data is required for concluding or executing a contract. 

4. Social media  

As part of our online offer we have included links to the social networks Pinterest and 
Instagram.  You will recognise the links by the corresponding logo of each provider. By 
clicking on the link, the corresponding social media site will open, to which our data privacy 
statement does not apply. For details regarding the valid terms on these linked sites, please 
refer to the respective data privacy statements of the corresponding individual providers; 
these can be found at:  
   
Pinterest: https://policy.pinterest.com/en/privacy-policy  
Instagram: https://help.instagram.com/519522125107875    
   
Prior to accessing the corresponding links there is no transmission of personal information to 
the respective provider. When you access the linked site, this simultaneously provides the 
basis for data processing by the respective provider. 

IV. Provision of the website and creation of log files 

1. Description and extent of data processing 

Any time our website is accessed, our system automatically collects data and information 
from the computer system of the accessing computer. The following data is collected: 
 

(1) Information about the browser type and version used 
(2) The user's operating system 
(3) The public IP address of the user  
(4) Date and time of access 
(5) Websites from which the user's system has accessed our website  
(6) Transferred data volume and 
(7) notification, whether the request was successful. 

 
This data is also saved in the log files of our system. This data is not saved together with 
other personal data of the user. 
  

https://policy.pinterest.com/en/privacy-policy
https://help.instagram.com/519522125107875
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2. Legal foundation for data processing  

The legal foundation for temporary storage of the data and the log files is Art. 6 section 1 (f) 
GDPR. 

3. Purpose of data processing 

Temporary storage of the IP address by the system is required to permit provision of the 
website to the user's computer. For this purpose, the user's IP address must be stored for 
the duration of the session.  
 
The data is stored in log files to ensure the function of the website. In addition, we use this 
data to optimise our website and safeguard the security of our information technology 
systems. The data is not evaluated for marketing purposes in this context. 
 
The above-mentioned purposes constitute our legitimate interest in processing this data 
according to Art. 6 section 1 (f) GDPR. 

4. Storage period 

The data is deleted as soon as it is no longer required for the purpose for which it was 
collected. If data was collected to provide the website, this is the case as soon as the 
associated session is terminated.  
 
Moreover, we save the following access data in the log files: 
 

(1) the site from which you visit us or the name of the requested file, 
(2) date and time of the request, 
(3) the transferred data volume, 
(4)  notification, whether the request was successful, 
(5) the public IP address of the requesting computer,  
(6) referring URLs, 
(7) type of browser used, 
(8) operating systems used. 

 
This data is processed for the purpose of permitting use of our website (establishing a 
connection), for system security, for technical administration of the network infrastructure and 
to optimise our web presence. Data is not disclosed to third parties nor is there any other 
utilisation. A personalised user profile is not created. 
 
If data is saved in log files, it is deleted after no more than 30 days. Further storage is 
possible. In this case, the IP addresses of the user are deleted or made unidentifiable, so 
that it is no longer possible to associate them with the accessing client. 

5. Option of objection and erasure 

Collecting the data to provide the website and storing the data in log files is absolutely 
necessary for operating the website. This means that the user has no option to object.  
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V. Use of cookies 

a) Description and extent of data processing 
 
Our website uses cookies. Cookies are text files stored in the internet browser or by the 
internet browser on the user's computer system. When a user accesses a website, a cookie 
can be saved on the operating system of the user. This cookie contains a characteristic 
sequence of characters, which permits clear identification of the browser when the website is 
accessed again.  
 
We use cookies to make the website more user-friendly. Some elements of our website 
require that the accessing browser can be identified even after changing sites. The following 
data is saved and transferred in the cookies: 
 
(1) User data in memo 
(2) User data in kitchen online planner 
(3) User data in kitchen configurator 
 
Moreover, our website uses cookies permitting an analysis of the users' browsing behaviour.  
 
The following data can be transferred through these: 
 
(4) Resource access incl. the accessing, anonymised IP address for tracking purposes 
through Google Analytics 
  
Technological measures are used to pseudonymise the user data collected in this manner. 
This ensures that it is no longer possible to associate the data with the accessing user. The 
data is not saved together with any other personal data of the user. 
 
When accessing our site, the user is informed of our use of cookies for analysis purposes 
and also receives information on the personal data used in this context. At this point, the user 
is also informed of our data privacy policy. 
 
b) Legal foundation for data processing  
 
The legal foundation for processing personal data by using technically necessary cookies is 
Art. 6 section 1 (f) GDPR. 
 
The legal foundation for processing personal data by using cookies for analysis purposes is 
Art. 6 section 1 (f) GDPR. 
 
c) Purpose of data processing 
 
The purpose of using technically necessary cookies is to facilitate use of our website for the 
user. Some functions of our website cannot be provided without using cookies. For these 
functions it is required for the browser to be recognised even after changing sites. 
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The following applications require cookies: 
 
(1) nobilia.de memo function 
(2) kitchen online planner  
(3) kitchen configurator 
 
The user data collected by technically required cookies is not used to create user profiles. 
 
Analysis cookies are used to improve the quality of our website and its content. Analysis 
cookies give us information about how our website is used, allowing is to steadily improve 
our web presence. 
 
We use Google Analytics for statistical evaluation. Google Analytics is a web analytics 
service provided by Google Inc., 1600 Amphitheatre Parkway, Mountain View, CA 94034, 
USA. The information generated by the cookies about your use of this website will generally 
be transmitted to a Google server in the USA and stored there. However, within member 
states of the European Union or other states party to the European Economic Area 
Agreement, your IP address will first be abbreviated. Only in exceptional cases will the full IP 
address be transmitted to a Google server in the USA and abbreviated there. Google will use 
this information on behalf of the operator of this website to evaluate your use of the website, 
to compile reports on website traffic, and to provide other services for the website operator 
relating to the use of the website and the internet. The IP address transmitted by your 
browser in connection with Google Analytics will not be associated with any other data held 
by Google. You may refuse the storage of cookies by selecting the appropriate settings of 
your browser. Please note, however, that in this case you may not be able to use the full 
range of functions on this website. You may also prevent Google from tracking and 
processing the data generated by the cookies relating to your use of the website (including 
your IP address) by clicking on the following link and downloading and installing the browser 
plug-in provided: https://tools.google.com/dlpage/gaoptout?hl=en. 
 
For further information on this matter, visit https://tools.google.com/dlpage/gaoptout?hl=en  
or https://support.google.com/analytics/answer/6004245?hl=en (general information on 
Google Analytics and data privacy). Please note that "anonymizeIp();" was added to the 
Google Analytics code on our website to anonymise IP addresses by deleting the final 8-bit 
byte. 
 
The above-mentioned purposes constitute our legitimate interest in processing this personal 
data according to Art. 6 section 1 (f) GDPR.  
 
d) Storage period, objection and erasure options 
 
Cookies are saved on the user's computer and transmitted from this computer to our website. 
This means you as a user have full control over the use of cookies. By changing the settings 
in your web browser you can deactivate or restrict transmission of cookies. Previously saved 
cookies can be deleted at any time. This can also be done automatically. If cookies are 
deactivated for our website, it may not be possible to use all functions of our website to their 
full extent. 

https://tools.google.com/dlpage/gaoptout?hl=en
https://tools.google.com/dlpage/gaoptout?hl=en
https://support.google.com/analytics/answer/6004245?hl=en
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VI. Registration 

1. Description and extent of data processing 

On our website (nobilia Extranet) we offer specialist retailers the option of registering by 
entering their personal data. This data is entered in the input mask, transmitted to us and 
stored. Data is not disclosed to third parties. The following data is collected during the 
registration process: 
 

(1) Customer number 
(2) Company 
(3) Street and house number 
(4) Post code, town and country 
(5) Phone and fax number 
(6) Website 
(7) First name and last name of the contact person, their department, phone and fax 

number and e-mail address 
 
During the registration process, the user is asked to consent to the processing of this data. 

2. Legal foundation for data processing  

The legal foundation for processing data when the user has given consent is Art. 6 section 1 
(a) GDPR. If registration is for the purpose of a contract of which the user is a party or to 
perform pre-contractual measures, Art. 6 section 1 (b) GDPR represents an additional legal 
foundation. 

3. Purpose of data processing 

Registration of the user is required to provide certain content and services on our website. 
The registered user can activate e-mail transmission of confirmed orders, is granted access 
to our order information system, delivery times, service information and information on news 
and seminars. 

4. Storage period 

The data is deleted as soon as it is no longer required for the purpose for which it was 
collected. This is the case for the data collected during registration, when registration to our 
website is cancelled or modified. 

5. Option of objection and erasure 

As user, you have the option of cancelling your registration at any time. You can have the 
stored personal data related to your person changed at any time. You can initiate both 
correction and erasure of data yourself under the menu item "My account". 

  

https://extranet.nobilia.de/?__lang=en&catalog=/welcome
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VII. Contact form and e-mail contact 

1. Description and extent of data processing 

Our website contains a contact from used for getting in contact with us electronically. If a 
user uses this option, the data entered in the input mask is transmitted to us and stored. This 
data is: 
 

(1) First name and last name 
(2) E-mail address 
(3) Company 
(4) Street and house number 
(5) Post code, town and country 
(6) Phone and fax number 

 
In addition, the following data is saved at the time when the message is sent: 
 

(7) IP address 
(8) User agent 
(9) Time of contact 

 
With regard to processing this data, the data privacy policy is referenced prior to 
transmission.  
 
As an alternative, it is possible to use the provided e-mail address to get in contact. In this 
case, the user's personal data transmitted by e-mail is saved.  
 
No data is disclosed to third parties in this context. The data is only used for processing the 
conversation. 

2. Legal foundation for data processing  

The legal foundation for processing this data is Art. 6 section 1 (f) GDPR.  

3. Purpose of data processing 

We only process this personal data to process your enquiry and send any information you 
may have requested or answer your questions. As you are contacting us, this also 
constitutes the legitimate interest in processing this data. 
 
Any other personal data processed during the transmission process is used to prevent 
misuse of the contact form and safeguard our information technology systems. 

4. Storage period 

The data is deleted as soon as it is no longer required for the purpose for which it was 
collected. For the personal data from the input mask of the contact form and the personal 
data transmitted by e-mail, this is the case when the respective conversation with the user is 
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completed. The conversation is completed, when the circumstances indicate that the matter 
in question is completely settled.  

5. Option of objection and erasure 

The user has the option to withdraw consent to processing of their personal data at any 
point. The user can object to storage of their personal data at any point by contacting us by 
e-mail at datenschutz@nobilia.de. However, in this case, the conversation cannot be 
continued. 
 
In this case, all personal data saved when the user contacted us is deleted. 

VIII. Rights of the affected person 

If personal data related to your person is processed, you are the affected person as defined 
by GDPR and you have the following rights toward the responsible party: 

1. Right of access 

You can request a confirmation by the responsible party indicating whether we are 
processing personal data related to your person.  
If this is the case, you can demand information on the following: 
 
(1) the purposes for which your personal data is processed; 
 
(2) the categories of personal data processed; 
 
(3) the recipients or categories of recipients to which the personal data was disclosed or 

will still be disclosed; 
 
(4) the planned duration of storage of your personal data or, if specific information cannot 

be given, criteria for determining the duration of storage; 
 

(5) the existence of a right to correction or deletion of your personal data, a right to 
limitation of processing by the responsible party or a right to object against this 
processing; 
  

(6) the existence of a right to submit a complaint to a supervisory authority; 
 
(7) all available information about the origin of the data, if the personal data is not 

collected from the affected person; 
 
(8)  the existence of automated decision making including profiling in accordance with Art. 

22 section 1 and 4 GDPR and - at least in these cases - meaningful information about 
the logic involved and the extent and envisaged effect of such a manner of 
processing on the affected person. 
 

mailto:datenschutz@nobilia.de
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You have the right to request information from us on whether the relevant personal data is 
transmitted to a third country or to an international organisation. In this context, you can 
demand to be informed about appropriate safeguards in accordance with Art. 46 GDPR in 
the context of this transmission. 

2. Right to rectification  

You have the right to demand that the responsible party rectify and/or complete any personal 
data related to your person, if this data is incorrect or incomplete. The responsible party must 
make the correction as soon as possible. 

3. Right to restriction of processing 

Under the following circumstances, you can demand that processing of your personal data 
be restricted: 
 
(1)  If you dispute the correctness of your personal data, namely for a period of time which 

makes it possible for the responsible party to check that your personal data is correct; 
 
(2)  If processing is illegitimate and you do not wish for your personal data to be deleted 

and instead request restriction of the use of your personal data; 
 
(3)  If the responsible party no longer requires your personal data for processing 

purposes, but you still require the data for asserting, exercising or defending legal 
claims. 

 
(4)  If you have filed an objection based on Art. 21 section 1 GDPR and it is not yet clear 

whether the responsible party's legitimate interests override yours. 
 
If processing of your personal data was restricted, your personal data may only - with the 
exception of storage - be used with your consent or to assert, exercise or defend legal claims 
or to protect the rights of another natural person or legal entity or for reasons of important 
public interest of the European Union or a member state. 
 
If processing was restricted according to the above-mentioned prerequisites, the responsible 
party will inform you before this restriction is lifted. 

4. Right to erasure 

a) Erasure obligation 

You have the right to have personal data referring to your person deleted immediately and 
the responsible party is obligated to delete this data immediately, if one of the following 
reasons applies: 
 
(1) The personal data referring to your person is no longer required for the purposes for 

which it was collected or otherwise processed. 
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(2)  You withdraw your consent on which processing was based in accordance with Art. 6 
section 1 (a) or Art. 9 section 2 (a) GDPR and there is no other legal foundation for 
processing.  

 
(3) Based on Art. 21 section 1 GDPR, you object to the processing of your data and there 

are no overriding legitimate reasons for processing, or you object to the processing 
based on Art. 21 section 2 GDPR.  

 
(4)  The personal data related to your person was processed illegitimately.  
 
(5)  Erasure of your personal data is required to meet a legal obligation according to 

European Union law or the law of EU member states, to which the responsible party 
is subject.  

 
(6)  The personal data related to you was collected based on offered information society 

services according to Art. 8 section 1 GDPR. 

b) Transmission to third parties 

If the responsible party has published the personal data related to your person and is 
obligated to delete it according to Art. 17 section 1 GDPR, the responsible party will take 
adequate measures, including of a technical nature, taking into account the available 
technology and its implementation cost, to inform those responsible for data processing, who 
are processing the personal data in question, that you as the data subject have demanded 
that they delete all links to this personal data or copies and duplicates of this personal data.  

c) Exceptions 

There is no right to erasure, if processing is required 
 
(1) for exercising the right to free speech and information; 
 
(2)  to meet a legal obligation which requires processing according to European Union law 

or the law of one of its member states, to which the responsible party is subject, or to 
fulfil a task that is in the public interest or a task of official authority assigned to the 
responsible party; 

 
(3) for reasons of public interest with regard to public health according to Art. Art. 9 

section 2 (h) and (i) as well as Art. 9 section 3 GDPR; 
 
(4)  for archival purposes in the public interest, scientific or historical research purposes or 

for statistical purposes in accordance with Art. 89 section 1 GDPR, provided that the 
right to erasure is expected to make achieving these aims of processing impossible or 
to severely impact them, or 

 
(5)  to assert, exercise or defend legal claims. 
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5. Right to information 

If you have exercised your right to correction, erasure or restriction of processing against the 
responsible party, the responsible party is obligated to report this correction or erasure of 
data or processing restriction to all recipients to whom your relevant personal data has been 
disclosed, unless this proves to be impossible or involves disproportionate effort. 
 
You have the right to request that the responsible party inform you about these recipients. 

6. Right to object 

You have the right to object to processing of personal data related to your person at any time 
for reasons based on your specific situation, if this processing is based on Art. 6 section 1 (e) 
GDPR; this also applies to profiling based on these provisions. 
  
The responsible party will not continue to process the personal data related to your person, 
unless the responsible party can prove interests worthy of protection for this processing 
which override your interests, rights and freedoms, or if processing is for the purpose of 
asserting, exercising or defending legal claims. 
 
If the personal data related to your person is being processed for the purpose of targeted 
advertisement, you have the right to object to the processing of the personal data related to 
your person for the purpose of this type of advertising at any point; this also applies to 
profiling related to such targeted advertisement. 
If you object to the processing of your personal data for the purpose of targeted advertising, 
your personal data will no longer be processed for this purpose. 
 
You have the option of exercising your right to object in the context of use of information 
society services - irrespective of directive 2002/58/EC - by means of automated processes 
using technical specifications. 

7. Right to withdraw the declaration of consent under data protection law 

You may withdraw your declaration of consent under data protection law at any point. 
Withdrawal of your consent does not affect the legitimacy of the data processing performed 
up to that point based on your consent. 

8. Right to file a complaint with a supervisory authority 

Without prejudice to other legal remedies based on administrative law or court decisions, you 
have the right to file a complaint with a supervisory authority, especially in the member state 
that is your location, the location of your workplace or the location of the alleged breach, if 
you believe that processing of your personal data violates GDPR.  
 
The supervisory authority with which the complaint has been filed informs the complainant 
about the status and result of the complaint including the option of legal remedy according to 
Art. 78 GDPR. 
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The responsible supervisory authority is:  
 
Landesbeauftragte für Datenschutz und Informationsfreiheit Nordrhein-Westfalen 
Postfach 20 04 44 
40102 Düsseldorf 
Germany 
Phone: + 49 (0) 211 38424-0 
Fax: + 49 (0) 211 38424-10 
Email: poststelle@ldi.nrw.de 

mailto:poststelle@ldi.nrw.de
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	For further information on this matter, visit https://tools.google.com/dlpage/gaoptout?hl=en  or https://support.google.com/analytics/answer/6004245?hl=en (general information on Google Analytics and data privacy). Please note that "anonymizeIp();" wa...
	The above-mentioned purposes constitute our legitimate interest in processing this personal data according to Art. 6 section 1 (f) GDPR.
	d) Storage period, objection and erasure options
	Cookies are saved on the user's computer and transmitted from this computer to our website. This means you as a user have full control over the use of cookies. By changing the settings in your web browser you can deactivate or restrict transmission of...

	VI. Registration
	1. Description and extent of data processing
	On our website (nobilia Extranet) we offer specialist retailers the option of registering by entering their personal data. This data is entered in the input mask, transmitted to us and stored. Data is not disclosed to third parties. The following data...
	(1) Customer number
	(2) Company
	(3) Street and house number
	(4) Post code, town and country
	(5) Phone and fax number
	(6) Website
	(7) First name and last name of the contact person, their department, phone and fax number and e-mail address
	During the registration process, the user is asked to consent to the processing of this data.

	2. Legal foundation for data processing
	The legal foundation for processing data when the user has given consent is Art. 6 section 1 (a) GDPR. If registration is for the purpose of a contract of which the user is a party or to perform pre-contractual measures, Art. 6 section 1 (b) GDPR repr...

	3. Purpose of data processing
	Registration of the user is required to provide certain content and services on our website. The registered user can activate e-mail transmission of confirmed orders, is granted access to our order information system, delivery times, service informati...

	4. Storage period
	The data is deleted as soon as it is no longer required for the purpose for which it was collected. This is the case for the data collected during registration, when registration to our website is cancelled or modified.

	5. Option of objection and erasure
	As user, you have the option of cancelling your registration at any time. You can have the stored personal data related to your person changed at any time. You can initiate both correction and erasure of data yourself under the menu item "My account".


	VII. Contact form and e-mail contact
	1. Description and extent of data processing
	Our website contains a contact from used for getting in contact with us electronically. If a user uses this option, the data entered in the input mask is transmitted to us and stored. This data is:
	(1) First name and last name
	(2) E-mail address
	(3) Company
	(4) Street and house number
	(5) Post code, town and country
	(6) Phone and fax number
	In addition, the following data is saved at the time when the message is sent:
	(7) IP address
	(8) User agent
	(9) Time of contact
	With regard to processing this data, the data privacy policy is referenced prior to transmission.
	As an alternative, it is possible to use the provided e-mail address to get in contact. In this case, the user's personal data transmitted by e-mail is saved.
	No data is disclosed to third parties in this context. The data is only used for processing the conversation.

	2. Legal foundation for data processing
	The legal foundation for processing this data is Art. 6 section 1 (f) GDPR.

	3. Purpose of data processing
	We only process this personal data to process your enquiry and send any information you may have requested or answer your questions. As you are contacting us, this also constitutes the legitimate interest in processing this data.
	Any other personal data processed during the transmission process is used to prevent misuse of the contact form and safeguard our information technology systems.

	4. Storage period
	The data is deleted as soon as it is no longer required for the purpose for which it was collected. For the personal data from the input mask of the contact form and the personal data transmitted by e-mail, this is the case when the respective convers...

	5. Option of objection and erasure
	The user has the option to withdraw consent to processing of their personal data at any point. The user can object to storage of their personal data at any point by contacting us by e-mail at datenschutz@nobilia.de. However, in this case, the conversa...
	In this case, all personal data saved when the user contacted us is deleted.


	VIII. Rights of the affected person
	If personal data related to your person is processed, you are the affected person as defined by GDPR and you have the following rights toward the responsible party:
	1. Right of access
	You can request a confirmation by the responsible party indicating whether we are processing personal data related to your person.
	If this is the case, you can demand information on the following:
	(1) the purposes for which your personal data is processed;
	(2) the categories of personal data processed;
	(3) the recipients or categories of recipients to which the personal data was disclosed or will still be disclosed;
	(4) the planned duration of storage of your personal data or, if specific information cannot be given, criteria for determining the duration of storage;
	(5) the existence of a right to correction or deletion of your personal data, a right to limitation of processing by the responsible party or a right to object against this processing;
	(6) the existence of a right to submit a complaint to a supervisory authority;
	(7) all available information about the origin of the data, if the personal data is not collected from the affected person;
	(8)  the existence of automated decision making including profiling in accordance with Art. 22 section 1 and 4 GDPR and - at least in these cases - meaningful information about the logic involved and the extent and envisaged effect of such a manner of...
	You have the right to request information from us on whether the relevant personal data is transmitted to a third country or to an international organisation. In this context, you can demand to be informed about appropriate safeguards in accordance wi...

	2. Right to rectification
	You have the right to demand that the responsible party rectify and/or complete any personal data related to your person, if this data is incorrect or incomplete. The responsible party must make the correction as soon as possible.

	3. Right to restriction of processing
	Under the following circumstances, you can demand that processing of your personal data be restricted:
	(1)  If you dispute the correctness of your personal data, namely for a period of time which makes it possible for the responsible party to check that your personal data is correct;
	(2)  If processing is illegitimate and you do not wish for your personal data to be deleted and instead request restriction of the use of your personal data;
	(3)  If the responsible party no longer requires your personal data for processing purposes, but you still require the data for asserting, exercising or defending legal claims.
	(4)  If you have filed an objection based on Art. 21 section 1 GDPR and it is not yet clear whether the responsible party's legitimate interests override yours.
	If processing of your personal data was restricted, your personal data may only - with the exception of storage - be used with your consent or to assert, exercise or defend legal claims or to protect the rights of another natural person or legal entit...
	If processing was restricted according to the above-mentioned prerequisites, the responsible party will inform you before this restriction is lifted.

	4. Right to erasure
	a) Erasure obligation
	You have the right to have personal data referring to your person deleted immediately and the responsible party is obligated to delete this data immediately, if one of the following reasons applies:
	(1) The personal data referring to your person is no longer required for the purposes for which it was collected or otherwise processed.
	(2)  You withdraw your consent on which processing was based in accordance with Art. 6 section 1 (a) or Art. 9 section 2 (a) GDPR and there is no other legal foundation for processing.
	(3) Based on Art. 21 section 1 GDPR, you object to the processing of your data and there are no overriding legitimate reasons for processing, or you object to the processing based on Art. 21 section 2 GDPR.
	(4)  The personal data related to your person was processed illegitimately.
	(5)  Erasure of your personal data is required to meet a legal obligation according to European Union law or the law of EU member states, to which the responsible party is subject.
	(6)  The personal data related to you was collected based on offered information society services according to Art. 8 section 1 GDPR.
	b) Transmission to third parties
	If the responsible party has published the personal data related to your person and is obligated to delete it according to Art. 17 section 1 GDPR, the responsible party will take adequate measures, including of a technical nature, taking into account ...
	c) Exceptions
	There is no right to erasure, if processing is required
	(1) for exercising the right to free speech and information;
	(2)  to meet a legal obligation which requires processing according to European Union law or the law of one of its member states, to which the responsible party is subject, or to fulfil a task that is in the public interest or a task of official autho...
	(3) for reasons of public interest with regard to public health according to Art. Art. 9 section 2 (h) and (i) as well as Art. 9 section 3 GDPR;
	(4)  for archival purposes in the public interest, scientific or historical research purposes or for statistical purposes in accordance with Art. 89 section 1 GDPR, provided that the right to erasure is expected to make achieving these aims of process...
	(5)  to assert, exercise or defend legal claims.

	5. Right to information
	If you have exercised your right to correction, erasure or restriction of processing against the responsible party, the responsible party is obligated to report this correction or erasure of data or processing restriction to all recipients to whom you...
	You have the right to request that the responsible party inform you about these recipients.

	6. Right to object
	You have the right to object to processing of personal data related to your person at any time for reasons based on your specific situation, if this processing is based on Art. 6 section 1 (e) GDPR; this also applies to profiling based on these provis...
	The responsible party will not continue to process the personal data related to your person, unless the responsible party can prove interests worthy of protection for this processing which override your interests, rights and freedoms, or if processing...
	If the personal data related to your person is being processed for the purpose of targeted advertisement, you have the right to object to the processing of the personal data related to your person for the purpose of this type of advertising at any poi...
	If you object to the processing of your personal data for the purpose of targeted advertising, your personal data will no longer be processed for this purpose.
	You have the option of exercising your right to object in the context of use of information society services - irrespective of directive 2002/58/EC - by means of automated processes using technical specifications.

	7. Right to withdraw the declaration of consent under data protection law
	You may withdraw your declaration of consent under data protection law at any point. Withdrawal of your consent does not affect the legitimacy of the data processing performed up to that point based on your consent.

	8. Right to file a complaint with a supervisory authority
	Without prejudice to other legal remedies based on administrative law or court decisions, you have the right to file a complaint with a supervisory authority, especially in the member state that is your location, the location of your workplace or the ...
	The supervisory authority with which the complaint has been filed informs the complainant about the status and result of the complaint including the option of legal remedy according to Art. 78 GDPR.
	The responsible supervisory authority is:
	Landesbeauftragte für Datenschutz und Informationsfreiheit Nordrhein-Westfalen
	Postfach 20 04 44
	40102 Düsseldorf Germany
	Phone: + 49 (0) 211 38424-0
	Fax: + 49 (0) 211 38424-10
	Email: poststelle@ldi.nrw.de




